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*Overall CyberVadis benchmark score: 654 
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Top actions based on expected impact: 

Function Criteria Improvement 
Expected 

impact (*) 

IDENTIFY Risk 

Assessment 
Not declared as implemented - Define an action plan to mitigate the 

organization's risks. 
13 pts 

PROTECT Inf. protection Declared but insufficient evidence provided - Conduct a business 

impact analysis (BIA). 
8 pts 

PROTECT Infrastructure Declared but insufficient evidence provided - Define and implement 

a process for checking that infrastructure patches are applied. 
8 pts 

PROTECT Awareness Declared but insufficient evidence provided - Ensure that 

information security awareness is tailored to business needs and 

roles of users. 
8 pts 

IDENTIFY Compliance Declared but insufficient evidence provided - Ensure the encryption 

technology is in compliance with applicable laws and regulations 

affecting your organization's Information Security. 
7 pts 
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